PRINCÍPIOS FUNDAMENTAIS DE SEGURANÇA DA INFORMAÇÃO

A Consulting Brics tomou a decisão de gerenciar os Sistemas de Informação utilizando as melhores práticas internacionais. Dada a importância dos Sistemas de Informação, a Consulting Brics estabeleceu os seguintes Princípios Fundamentais de Segurança da Informação:

**Princípio da conformidade normativa**: todos os Sistemas de Informação serão ajustados à aplicação legal regulatória e setorial que afeta a segurança da informação, especialmente aquelas relacionadas à proteção de dados pessoais, segurança do sistema, dados, comunicações e serviços eletrônicos.

**Princípio de gestão de** riscos : os riscos devem ser minimizados a níveis aceitáveis e um equilíbrio deve ser atingido entre os controles de segurança e a natureza das informações. Os objetivos de segurança devem ser estabelecidos, revistos e consistentes com os aspectos de segurança da informação.

**Princípio de conscientização e treinamento**: programas de treinamento, campanhas de conscientização e conscientização serão articulados para todos os usuários com acesso à segurança da informação.

**Princípios de confidencialidade, integridade e disponibilidade**:

* A confidencialidade das informações deve ser garantida de tal forma que apenas as pessoas interessadas tenham acesso a ela.
* A integridade das informações com as quais se trabalha deve ser garantida, de modo que seja concisa e precisa, enfatizando a exatidão, tanto do conteúdo quanto dos processos envolvidos.
* A disponibilidade de informações deve ser garantida, garantindo a continuidade do negócio apoiado pelos serviços de informação por meio de planos de contingência.

**Princípio da proporcionalidade**: a implementação de controles, que reduzem os riscos à segurança dos ativos, deve ser feita equilibrando medidas de segurança, a natureza da informação e o risco.

**Princípio da responsabilidade**: todos os membros da Consulting Brics devem ser responsáveis em sua conduta em relação à segurança da informação, cumprindo as normas e controles estabelecidos.

**Princípio da melhoria contínua**: o grau de efetividade dos controles de segurança implementados no escritório será revisto de forma recorrente com vistas ao aumento da capacidade de adaptação à constante evolução do risco e do ambiente tecnológico.

Essa política é o marco de referência para o estabelecimento de objetivos de segurança.

Se você precisar de qualquer informação adicional sobre nossa política de segurança ou tiver alguma sugestão sobre este tópico, entre em contato conosco no seguinte endereço de e-mail: **contactus@consultingbrics.com**